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QuickStart 
Services for 
Next-Generation 
Firewall
Expediting Deployment of 
Next- Generation Protection
When deploying new technology, you want to quickly get 
the most out of your security investment and protect your 
business. This includes minimizing risk and disruption 
to your business as you adopt new capabilities. You also 
need to ensure that your implementation follows best 
practices to maximize the value it provides. However, 
you may not have the staff or skills in-house to give you 
complete confidence that your security investments are 
protecting your organization.

Benefits
• Achieve day-one protection 

from sophisticated threats and 
attacks across the network.

• Reduce deployment risks with 
best practices and assistance 
from our experts.

• Upgrade from legacy firewalls 
with total confidence.

• Expedite time to value for your 
security investments.

• Accelerate capability adoption 
by adhering to best practices.

• Minimize risk through expert 
planning and risk mitigation at 
every step.
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QuickStart Services for Next-Generation Firewall (NGFW) help you get the most out of your  s ecurity 
capabilitiesandinvestmentsbyassistingwiththeplanningandexecutionofyourfirewall-as-a-
platform implementation. We match these services with your technology capabilities to provide 
right-sizedsolutionsforyourbusinessneeds,offerconfidence,andreducethestrainonyourstaff
tooptimizeyourimplementationandcapabilities.Knowledgetransfertoyourteamisincluded,as
isdocumentationuponcompletionoftheengagement.Theresultisawell-plannedandaccelerated
deploymentofNGFWtechnology,adheringtobestpractices,tosecureyourenterprise.

QuickStart Services for Next-Generation Firewall Help 
You Achieve Faster Results
Ourapproachbeginswithawell-designedarchitectureandaplanforquickdeploymentwithour
QuickStart Services. We follow that up by helping your team embed the use of adopted capabilities into 
workflowsandoptimizeconfigurationstomeetyourbusinessobjectives.Processesareautomated
wherepossibletoincreaseconsistencyandprotectionforyourorganization.

How It Works
WeexecuteNGFWQuickStartServiceswithconsistencytodeliveryourdesiredoutcomes,including
day-oneprotectionandcapabilityadoption.Theseservicesaredesignedtobedeliveredremotely,but
on-siteengagementsareavailable.AllservicesincludeprojectmanagementfromPaloAltoNetworks
to free up your team. The steps involved in the service execution include:
• Planninganddiscovery,resultinginaTechnicalRequirementsDocumentthatwilldrivetherestof

the engagement
• Configurationcreationtomeetyourtechnicalrequirements
• Reviewandvalidationoftheproposedimplementation
• Deploymentofcapabilitiesandacutoverifapplicable
• As-builtdocumentationdeliveryandknowledgetransfertoyourteam
QuickStartServicesforNext-GenerationFirewallincludeprojectmanagement,planning,configura-
tion,productiondeploymenteventsupport,knowledgetransfer,anddocumentation.Ourteamofhighly
trainedexpertswillquicklydeployyourNGFWandcapabilities—ensuringthatyourimplementation
adherestobestpracticesandprovidesyouwithtotalsecurityandprotectionofyourorganization.

Figure 1: Delivering configuration and operational  confidence for your network security investment

Configure and Review
Palo Alto Networks helps configure 
the targeted NGFW devices to 
meet technical requirements and 
reviews and validates the 
proposed implementation

Planning and Kickoff
Palo Alto Networks conducts 
planning activities, project 
kickoff, and provides a 
predefined project plan

Discover
Palo Alto Networks reviews the 
architecture, design documentation, 
legacy firewall configuration, and 
delivers a Technical Requirements 
Document (TRD)

Production Deployment
Deployment of capabilities and a 
cutover if applicable

Knowledge Transfer 
and Documentation
Palo Alto Networks consultant 
provides the knowledge transfer
and delivers as-built configuration 
documentation

NGFW
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Additionally,wecanactasanextensionofyourteamthroughouroperations,administration,and
maintenanceservices,includingExtendedExpertise,FocusedServices,TechnicalSupport,and
Education.Theoutcomeisconfidenceinyourabilitytoprotectyourbusiness.

Table 1: Available QuickStart Services for Network Security

Panorama QuickStart Services Additional QuickStart Services for Next-Generation Firewall 
Capability Adoption Available with PAN-OS*

Panorama 

• QuickStartServiceforUser-ID:IPMapping
• QuickStartServiceforUser-ID:PolicyEnforcement
• QuickStartServiceforApp-ID:Conversion
• QuickStartServiceforApp-ID:Conversion—SecurityRulesAdd-on
• QuickStartServiceforSSLDecryption:InboundInspection
• QuickStartServiceforSSLDecryption:OutboundForwardProxy
• QuickStartServiceforGlobalProtect:RemoteAccess

Next-Generation Firewall 
QuickStart Services Additional  Cloud-Delivered Security Services Subscriptions 

PA-220 

PA-800Series

PA-400Series

PA-1400Series

PA-3200Series

PA-5200Series

PA-5410/5420/5430/5440

PA-5450

PA-7000Series

SoftwareNGFW:On-Premises

SoftwareNGFW:PublicCloud

• QuickStartServiceforAdvancedThreatPrevention**
• QuickStartServiceforAdvancedURLFiltering
• QuickStartServiceforIoTSecurity
• QuickStartServiceforIoTSecurity*Add-on
• QuickStartServiceforEnterpriseDataLossPrevention
• QuickStartServiceforEnterpriseDataLossPreventionPlus
• QuickStartServiceforEnterpriseDLPCustomDataPatternAdd-on

Next-Generation Firewall Add-ons

SecurityNAT/Rules

IPsecVPNs

*TheadvancedcapabilitiesarebuiltintothePAN-OSsoftwarethatpowerstheNext-GenerationFirewall.

**AdvancedWildfireandDNSSecurityconfigurationsupportisincludedwithAdvancedThreatPrevention.

To order QuickStart Services for network security, please contact your local Palo Alto 
Networks partner or sales representative.


